cPanel: H??ng d?n t?0 Certificate Signing Request
(CSR)

admin Sun, Apr 14, 2019 Ching Chi S6 SSL Certificates 0 1984

cPanel c6 h? tr? qu?n ly SSL/TLS, ?? t?0 CSR trong cPanel, b?n th?c hi?n nh?
sau:

1. ??ng nh?p vao cPanel -> Ch?n Security -> ch?n SSL/TLS

SECURITY

@ IP Blockel SSL/TLS 9 Hotlink Protection 0 Leech Protectio

*
\ws ModSecurity Two-Factor Authentication ‘\A}I

2. Ph?n Certificate Signing Requests (CSR), nh?p ch?n Generate, view, or
delete SSL certificate signing requests.


https://huongdan.maxserver.com/category-9.html

B SSL/TLS

The SSL/TLS Manager will allow you to generate SSL certificates, certificate signing requests, and private keys. These are all parts of using SSL to secure your website. SSL allows you to secure pages on your site so that
information such as logins, credit card numbers, etc are sent encrypted instead of plain text. It is important to secure your site's login areas, shopping areas, and other pages where sensitive information could be sent
over the web.

Private Keys (KEY)

Generate, view, upload, or delete your private keys.

Certificate Signing Requests (CSR)

ertifi

signing requests

Certificates (CRT)

Generate, view, upload, or delete SSL certificates

Install and Manage SSL for your site (HTTPS)

Manag| il

3. Nh?p cac thdng tin yéu c?u, nh?p Generate ?? t?0, [?u 1?1 k?t qu?, g7?i
CSR ??n nha cung c?p SSL ?? kich ho?t SSL c?a b?n



Key*

Generate a new 2,048 bit key.
Domains *

Nhip tén mién muén
cap ssl
P

E a higher price to
multiple-domain certificate nes callet 0 tificates”) ar ficates that include
wildcard domains.
City*
= quin, huyén
Long Bien

Provide the complete name for the city or locality. Do not use abbreviations

State* :
tmh, thanh pho

Hanol

Provide the compiete name for the state or province. Do not use abbreviations.

Country*
VM (Vietnam) ¥ quﬁc gia

DMpany.

Company*
MAXSERVER CO., L tén cong ty

S other than

Company Division

nghanh nghé kinh
doanh chinh

HOSTING
the name of the division or group within the abo
riod or comma, check with your certificate autharity to confirm that they are acceptable
Email
S dia chi email

Provide a valid ermail addr ere you can be contacted for verification of domain own

Passphrase

Some certificate authorities may require C5Rs to have &
(5R passphrase to confirm the identity of the person or organization with w
communicate. CSR passph are stored unencrypted in the C5R. Becau

are this passphrase with a third DAy, 40 NoOT USe an importiant passwol rd here
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