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Rsync la m?t ti?n ich s? d?ng r?ng réi ?? gi? cac b?n sao c?a m?t t?p tin trén hai
h? th?ng may tinh. N6 th??ng ???c tim th?y trén cac h? th?ng Unix v?i cac ch?c
n?ng nh? ??ng b? hoa t?p tin va ch??ng trinh truy?n t?p tin. Cac thu?t toan rsync,
m?t l0?i ma héa , ???c s? d?ng ?? gi?m thi?u s? d?ng m?ng. Zlib c6 th? ???c s?
d?ng ?? nén b? sung, va SSH ho?c stunnel c6 th? ???c s? d?ng ?? b?0 m?t d?
li?u.

Nén s? d?ng chung v?i crontab Click here hay incron

1.Cai ??trsync ,??ng b? va sao 1?u th? m?c

Cai ??t Rsync trén c? 2 vps c?n ??ng b?

# yum install -y rsync

L?nh ?? th?c hi?n ??ng b? ho?c sao |?u

# rsync <options> ssh /Th? m?c ngu?n/ user@ip-vps ?ich:/Th? m?c ?ich/

M?t s? Options c?a rsync
--delete - x0a cac t?p tin khéng t?n t?i trén h? th?ng ng??i g?i
-V - S? cung c?p thong tin chi ti?t h?n

-a - Ch? ?? [?u tr? - n6 b?0 quy?n (ch? s? h?u, nhém), th?i gian, cac lién k2t
t??ng tr?ng, va cac thi?t b?

-e - "Tuy ch?n ssh” - x4c ??nh ssh t? xa
-Z - nén file d? li?u trong qua trinh chuy?n

--exclude=FOLDER_hay_FILE_khong_mu?n sao |?u
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VD: Ta c6 /thu-muc-nguon/ mu?n ??ng b? ??n ??a
ch? 107.189.160.9:/thu-muc-dich/ ta go I?nh sau

# rsync -avze ssh /thu-muc-nguon/ root@107.189.160.9:/thu-muc-dich/
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2.T?0 key gen ?? ??ng nh?p khéng c?n dung pass

# ssh-keygen

N?u coO cac cau h?i sau thi c? ?n enter

Enter file in which to save the key (/root/.ssh/id_rsa):
Enter passphrase (empty for no passphrase):

Enter same passphrase again:

# ssh-copy-id -i ~/.ssh/id_rsa.pub ip-vps mu?n truy c?p

VD :ta mu?n truy c?p ip 107.189.160.9 ta lam nh? sau
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and check in:
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3.Test I?i rsync cac b?n s? th?y khéng b? h?i pass n?a

# rsync -avze ssh /thu-muc-nguon/ root@107.189.160.9:/thu-muc-dich/

thu-muc-dich]# 1ls
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we.lo rv . .com,
EAK-IN ATTEMPT!

hu-muc-dich]# |

4.1?1 key gen
@I17?i ssh-keygen

cjejeleleleleleleleleleleleleleleleleleleleleleleleleleleleieieledele,
clejelelelelelelelelelelelelelelelelelelelelele:

@ WARNING: REMOTE HOST IDENTIFICATION HAS CHANGED! @
cjejeleleleleleleleleleleleleleleleleieleleleieleleleieleleieieielele)

clelejaelelaeclaeceeiceeiceeicleele)
IT IS POSSIBLE THAT SOMEONE IS DOING SOMETHING NASTY!
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Someone could be eavesdropping on you right now (man-in-the-middle attack)!
It is also possible that the RSA host key has just been changed.

The fingerprint for the RSA key sent by the remote host is
c0:30:a1:88:11:73:45:6e:cf:9c:14:34:eb:3f:c8:2b.

Please contact your system administrator.

Add correct host key in /root/.ssh/known_hosts to get rid of this message.
Offending key in /root/.ssh/known_hosts:1

RSA host key for 167.114.127.40 has changed and you have requested strict
checking.

Host key verification failed.

#s?a
rm -rf /root/.ssh/known_hosts
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